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1	Discussion
[bookmark: _Toc483842517]This paper provides interim evaluation and conclusion for the Key Issue #6 solutions.
2	Proposal
This contribution proposes to implement the following updates to TR 23.700-40 v1.0.0.

* * * Start of Change 1 * * *

[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc23517601][bookmark: _Toc23519160][bookmark: _Toc25971152][bookmark: _Toc25971396][bookmark: _Toc26360320][bookmark: _Toc26360389][bookmark: _Toc30640099][bookmark: _Toc31274703][bookmark: _Toc43397184][bookmark: _Toc43483585][bookmark: _Toc43483879][bookmark: _Toc50473329][bookmark: _Toc50539650][bookmark: _Toc50540040]7	Evaluation
Editor's note:	This clause will provide a general evaluation of the solutions.
[bookmark: _Toc50473330][bookmark: _Toc50539651][bookmark: _Toc50540041]7.1	Evaluation on solutions of KI#1
[bookmark: _Toc50473331][bookmark: _Toc50539652][bookmark: _Toc50540042]7.2	Evaluation on solutions of KI#2
[bookmark: _Toc50473332][bookmark: _Toc50539653][bookmark: _Toc50540043]7.3	Evaluation on solutions of KI#3
Editor's note:	This clause will provide some interim evaluation based on solutions #13, #20, #21, #22 that will need further updates to address e.g. roaming aspects.
High level aspects of the solutions:
-	Solution 22 has RAN impact. It lets RAN to enforce the SMBR (Slice Maximum Bitrate).. Currently, RAN is able to be aware of the S-NSSAI of the PDU Session. And RAN is able to be enforce the UE AMBR per UE and GFBR/MFBR per QoS Flow.
Editor´s note:	Solution#22 needs to be validated with RAN WG2 and RAN WG3, due to RAN impacts.
-	Solution 13 uses UPF to enforce the DL slice level bitrate. This solution will require to select the same SMF/PCF and UPF for all the PDU Sessions within the slice. It is not necessary to introduce such limitation.
-	Distribution based solutions, i.e. Solution 20&21, let a centralized NF distribute the SMBR into pieces (i.e. Session AMBR and/or MFBR). They have no RAN impact. However, solutions do not explain how to resolve the fact that since the SMBR is distributed into Session-AMBRs, the aggregated SMBR enforced may be smaller than the SMBR, as such the SLA would not be fulfilled, as the UE will be throttled while SMBR is not fully consumed. The situation could be worse when a large amount of PDU Sessions exist as the SMBR is distributed over more Session AMBR.
7.x	Evaluation on solutions of KI#6
Editor's note:	This clause will provide some interim evaluation until this editor's note is removed.

[bookmark: _Hlk52372193]Various solutions have been documented addressing KI#6. This clause contains evaluations of KI#6 solutions and justifies way forward for the KI. 
The approaches followed are summarized like this:
1. Some solutions allow any Slice to be registered but then the enforcement of the simultaneous use happens at PDU session establishment time in the network or also in the UE (i.e. like in solution 27 the UE upfront is configured with the simultaneous use policies). This approach basically does not prevent mutual exclusive slices to be registered. This can be problematic as the UE will ignore the indication at slice registration time and may end up registering with AMF that are suboptimal or even not identify that a slice needs to run on its own thus not attempting to be allocated to its dedicated AMF. In summary this type of solutions are not suitable as they are not allowing the customer to control the selection of appropriate slice set to work together which may be driven also by need to select a dedicated network slice AMF. 
2. Some solutions have the policy stored in UDM and passed to the UE (e.g. solutions 28 and 40). The benefit is that the UE and network coordinate on policies and the UE registers only for compatible set of slices and there is no trial and error. These solutions are also able to offer deployment independent policies or deployment dependent policies with the same mechanism and so can also address the need to select upfront an isolated slice related AMF. For this reason, these are favoured approaches.
3. Another approach uses a mechanism to transmit to the UE from serving PLMN some deployment-related constraints on simultaneous use (e.g. solution 41) to avoid the UE requesting incompatible S-NSSAIs from a slice deployment standpoint. But this is not in line with the goal to enable the "simultaneous use" policy to be a Network Slice Customer policy that is deployment independent. The consequence is that the deployment of network slices and the NSSF information used to assess compatibility is per deployed network slice and does not take into account the possibility different UEs may be subject to different policies. So, if different UEs have different policies of simultaneous use, the solution would require creating a different S-NSSAI per UE class subject to different policy, even if the actual slice instance might be the same ( i.e. the operator would need to define as many network slices as there are different simultaneous use policies of the same slice instance). Solutions that should be targeted should not require in principle the support of different network slices for different simultaneous use policy for a different class of users of the same network slice customer for the same actual network slice instance. 
4. The approach in solution 42 is similar to that of solutions 28, however while it assumes the AMF only allows compatible slices to be registered ( the solution says: "Based on the slice compatibility information received by the UE, the UE shall take responsibility of honouring the slice constraints. In case the UE requests for incompatible slices in the Registration Request in Requested NSSAI (e.g. a misbehaving UE), AMF shall only allow a set of compatible slices as part of the Allowed NSSAI in the Registration Accept."), it described the case the UE requests PDU sessions for incompatible slices. This should not be possible based on the quoted text! This solution also proses a way to encode the compatibility which is exhaustive rather than based on the classes defined in the GSMA attribute (i.e. each allowed NSSAI combination is provided to the UE!). That alternative should be evaluated at stage three phase as this can become a complex method to communicate the compatibility among slices.
5. Solution 39 seems to document the incompatibility driven by the TA deployment, or by some AMF deployment (so much so it recommends to not include GUAMI/S-NSSAI when UE registers for a rejected Slice). This approach should not be pursued as it translates network slice customer policies on simultaneous use into polices in TA or AMF deployment. This is not scalable especially as customers of a slice roam. Also, the compatibility of the rejected slice may be with one or more but not all of the allowed S-NSSAIs in the first registration accept so it is not clear How the UE forms the new Requested NSSAI.
6. Some solutions, e.g. like solutions 26 and 39, leave the UE with no information about the compatibility among slices. This means tedious trial and error-based approaches happen. Also, the prioritization of network slices the UE requests as defined in solution 26 is a bit unreliable if no standardized mechanism for prioritization exists that is multivendor (i.e. different UE vendors for the same scenario shall provide the same prioritization) and it is unclear why we need prioritization among slices if the slices the UE is currently using are those it is interested in in no particular order. Lastly solution 26 even allows the HPLMN UDM to provide the compatibility information to the VPLMN AMF but then does not allow the propagation to the UE of such information that would totally then align the solution to solution 28, and avoid the trial and error issues this solution suffers from (it is not clarified by the solution why trial and error is better than definite knowledge at the UE).


[bookmark: _Toc16839390][bookmark: _Toc21087549][bookmark: _Toc23326082][bookmark: _Toc23517602][bookmark: _Toc23519161][bookmark: _Toc25971153][bookmark: _Toc25971397][bookmark: _Toc26360321][bookmark: _Toc26360390][bookmark: _Toc30640100][bookmark: _Toc31274704][bookmark: _Toc43397185][bookmark: _Toc43483586][bookmark: _Toc43483880][bookmark: _Toc50473333][bookmark: _Toc50539654][bookmark: _Toc50540044]8	Conclusions
Editor's note:	This clause will captures interim conclusions from the study until the WG agrees these are stable and this editor's note is .removed.
[bookmark: tsgNames]
For KI#6: the UE shall obtain the simultaneous use polices from the network and use them to for the requested NSSAI. These are stored in the UDM for each UE where they apply, based on the NG.116 attribute. Solution 28 details then what to do in the event the Serving PLMN or the UE do not support the feature: the UE is only provisioned with compatible slices in these cases. The enforcement on simultaneous use shall take place at Registration time and not be an issue for Session management as this would not enable the use case the policies would be driven also by isolation requirements in the CN.





* * * Start of Change 2 * * *
8.x	Conclusion for Key Issue #7
For Key Issue #7, Solution 29 "Operating Band Information is Provided with the Configured NSSAI" will be used as the basis for normative work. 
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